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In short…
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The problem:
Engineers and managers can suffer from information paucity, 
overload, delayed delivery or indigestible and unrelated data. 

The solution:
Combine risk, audit, incident and equipment state data onto bowtie 
barriers for a fourfold view of barrier management. 
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There’s Beauty in big data



When data gets ugly

Cause
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• Data paucity or overload

• Not verified / verifiable

• Poorly structured

• Incongruous sources

• Indigestible

• Meaningless / misapplied

Effect

• Poor decisions

• Repeated incidents

• Production delays

DATA: 

Incidents

Audits

Equipment

MoC

PTW



Big Data 
Failure

• 1958, Int’l Geo Year project. 
1000s of researchers 

Photographs | spectrograms | maps, 
observation logs | tables | charts, 
documentary films | technical reports.

> too much data, 

too many platforms

• “1840, fossil classes… 
Bronn realized… 
to order chaos 
= to  visualize information 

and so learn something 
from it.”

• Also, Linnaeus
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https://www.chemheritage.org/distillations/magazine/information-overload

Success



Diverse sources and voices?

Audit data Risk analysis Equipment live Incident 
data 

state data
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Even more beautiful data



Finding a common
language
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Truth – often complex Models of the truth –

and unfathomable more comprehensible

Station Line(s)[*] Local Authority Zone(s)

Acton Town

District

Ealing 3Piccadilly

Aldgate East

Hammersmith & City[d]

Tower Hamlets 1District

All Saints DLR (Stratford Branch) Tower Hamlets 2

Alperton Piccadilly[h]
Brent 4

Amersham Metropolitan Chiltern 9

Angel Northern Islington 1

Arnos Grove Piccadilly Enfield 4

Arsenal Piccadilly Islington 2

Hammersmith & City

Balham Northern Wandsworth 3

What diagrams do

Diagrams enhance cognitive processes (inference and prediction)
‘Thinking with Diagrams’, A. Blackwell (2001)
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Effective models of “our view of truth”

10



• to Structure thinking - how things happen

• for Risk-based decisions and ALARP

• for Monitoring barrier performance / audits

• for Capture and share safety critical info

• for Risk communication up/down / training

• for Safety cases / Safety reports

Basic uses of a Bowtie diagram



Incident analysis - four strategies

Incident type Strategy

1. Simple incident Form

2. Unique disaster Stand-alone incident analysis

3 Serious and partly predictable Incident analysis /w BowTies (combi of 2 & 

4)

4. Serious but predictable SIR (Scenario-based Incident Registration)



BSCAT Tripod Beta

Barrier Failure Analysis Root Cause Analysis

The 3 barrier-

based methods





Overlay incidents
onto barriers
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BowTieXP risk analysis

BSCAT Incident analysis



AuditXP
Surveying barriers and MS

Barrier Compliance with Standards



Audit approaches

Traditional Barrier-based

Maintenance

Compliance

95%

Training

Compliance

90%
e.g. similar to deep dive audit: 

• Barrier design

• Barriers are installed

• Barriers maintained & tested

• Barriers are used 

• Personnel are competent 



Questions on barriers

Simplified display option



Barrier-based audit

• Results focus on risks, not categories

• Easy to detect weak spots

• Potential for multi-barrier impact

• MS tasks / procedures can still be audited



Equipment
Current breakdown status

Integrate maintenance backlog

+ more



Systems and 
Barrier online

Barrier

Systems

Parts

Set your own rule. e.g.

2 tag items offline 

= OK



Systems and 
Barrier offline

Barrier

Systems

Parts

Set your own rule. 

e.g. 

3 tag items offline 

= subsystem offline

1 subsystem offline = 

barrier offline



Barrier Management:
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Barrier function: 

The task or role of a barrier. (e.g. 

prevent leaks or ignition)

Barrier (system): 

One or more elements. 

Barrier element: 
Tasks, equipment measures

Know your barriers:Corporate 

governance

Manage

risk

Manage 

PS / OHSES

Manage

barriers



7. Accountability

5. Description

4. Acceptance / Verification

3. Name

2. Corrective Actions

8. Verification Due

1. Effectiveness

9. Criticality and Type

14. Degradation factors 

and their controls

10. Maintenance

11. Critical tasks

12. Performance Standards

13. Systems / LOP

Barrier Management data in BowTieXP
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Barriers

15. Audits

16. 

Incidents



Reporting possibilities
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Barrier . # Incidents  # Times # Ineffective State     Criticality Effectiveness Type . Audit
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CCPS – Publishing

next quarter

(Not actual book 

appearance)

Thank you


